KLAUZULA INFORMACYJNA
MONITORING WIZYIJNY DPS w Pigzy

Na podstawie art. 13 ust. 1 i 2 rozporzgdzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 .
w sprawie ochrony oséb fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu
takich danych oraz uchylenia dyrektywy 95/46/WE (Dz. Urz. UE L 119 z 4 maja 2016 r., str. 1 oraz Dz. Urz. UE L 127 2 23
maja 2018 r., str. 2) —zwanego dalej jako RODO informujemy, ze:

Administratorem danych osobowych jest Dom Pomocy | Do kontaktéw w sprawie ochrony danych osobowych zostat

Spofecznej w Pigzy. Mozna sie z nim kontaktowa¢ w | takze powotany inspektor ochrony danych, z ktérym mozna

nastepujacy sposob:

1. listownie na adres siedziby: Dom Pomocy Spotecznej w
Pigzy ul. Szkolna 8, 87-152 tubianka

2. e-mail: dyrektor@dpspigza.pl

3. telefonicznie: 566740800

sie  kontaktowa¢  wysytajac  e-mail na  adres:
iod@cuw.powiattorunski.pl

1. Panstwa dane osobowe przetwarzane bedg na podstawie:

1) art. 6 ust. 1 lit. ¢ RODO w celu wykonania obowigzku prawnego cigzacego na
administratorze jakim jest zapewnienie porzadku publicznego i bezpieczeristwa obywateli
oraz ochrony przeciwpozarowej w zwigzku z:

a) art. 222 ustawy z dnia 26 czerwca 1974 r. — Kodeks pracy,
b) art. 4b ustawy z dnia 5 czerwca 1998 r. 0 samorzgdzie powiatowym.

2. Monitoring wizyjny prowadzony jest w celu wykonania obowigzku prawnego cigzgcego na
administratorze tj. konieczno$ci zapewnienia bezpieczenstwa pracownikdéw, ochrony mienia,
zapewnienia porzadku publicznego i bezpieczenstwa osobom znajdujgcym sie w obszarze
objetym monitoringiem, oraz ochrony przeciwpozarowej.

3. Monitoringiem wizyjnym objete sg obszar Domu Pomocy Spotecznej w Pigzy ul.Szkolna 8.

4. Przez obszar objety monitoringiem wizyjnym rozumie sie:

1) budynek Domu Pomocy Spotecznej (wejscie/wyijscie z budynku, korytarze na partezrze i
pierwszym pietrze, klatki schodowe;
2) obszar wokot budynku (ciggi komunikacyjne, chodniki, ).

5. Dane z systemu monitoringu wizyjnego moga by¢ udostepnione wytgcznie uprawnionym
organom w przypadku wystgpienia lub podejrzenia wystgpienia zdarzenia zagrazajacemu
bezpieczenstwu, zyciu i zdrowiu osob a takze niszczeniu i kradziezy mienia zgodnie
z przepisami obowigzujgcego prawa. Dane z monitoringu wizyjnego mogg by¢ réwniez
udostepnione osobie trzeciej, ktdra wykaze swdj interes prawny, co do otrzymania zapisu. Zapis
udostepniany jest na wniosek osoby/organu zgodnie z przyjetg u administratora procedurg. W
powyzszych przypadkach dane mogg by¢ przechowywane przez okres dtuzszy niz to wskazano
w ust. 6 Klauzuli Informacyjnej. Dane z monitoringu wizyjnego mogg postuzy¢ jako materiat
dowodowy i w zwigzku z tym mogg by¢ przechowywane przez okres niezbedny do wyjasnienia
majgcych miejsce incydentéw lub tez zakonczenia ewentualnie toczgcych sie postepowan.

6. Panstwa dane osobowe przewarzane bedg w systemie informatycznym do 30 dni, nastepnie
ulegajg automatycznemu usunieciu — nadpisaniu, chyba ze nagrania obrazu stanowi¢ beda
dowdd w postepowaniu prowadzonym na podstawie prawa lub pracodawca powzigt
wiadomosé¢, iz mogg one stanowi¢ dowdd w postepowaniu, termin w/wym. ulega przedtuzeniu
do czasu prawomocnego zakonczenia postepowania.

7. Osoba, ktora zarejestrowana zostata w systemie monitoringu, ma prawo do:

1) dostepu do tresci danych na podstawie art. 15 RODO
2) sprostowania danych na podstawie art. 16 RODO;



3) usuniecia danych na podstawie art. 17 RODO, jezeli:

a) dane osobowe przestang by¢ niezbedne do celdw, w ktorych zostaty zebrane lub
w ktdrych byty przetwarzane;

b) dane sg przetwarzane niezgodnie z prawem;

4) ograniczenia przetwarzania danych na podstawie art. 18 RODO, jezeli:

a) osoba, ktdrej dane dotyczg, kwestionuje prawidtowos¢ danych osobowych;

b) przetwarzanie jest niezgodne z prawem, a osoba, ktérej dane dotyczg,
sprzeciwia sie usunieciu danych osobowych, zadajgc w zamian ograniczenia ich
wykorzystywania;

c) administrator nie potrzebuje juz danych osobowych do celéw przetwarzania, ale
sg one potrzebne osobie, ktdrej dane dotycza, do ustalenia, dochodzenia lub
obrony roszczen;

d) osoba, ktorej dane dotyczg, wniosta sprzeciw wobec przetwarzania — do czasu
stwierdzenia, czy prawnie uzasadnione podstawy po stronie administratora sg
nadrzedne wobec podstaw sprzeciwu osoby, ktérej dane dotycza;

8. Podstawa do pozyskania Panstwa danych wynika z przepisow prawa.

9. Przystuguje Panstwu takze skarga do organu nadzorczego - Prezesa Urzedu Ochrony Danych
Osobowych, w razie uznania, iz przetwarzanie Pafistwa danych osobowych narusza przepisy
ogdlnego rozporzadzenia o ochronie danych osobowych z dnia 27 kwietnia 2016 r.

10. Wobec Panstwa nie bedg podejmowane zautomatyzowane decyzje(decyzje bez istotnego

udziatu cztowieka) w tym Panstwa dane nie bedg podlegaty profilowaniu.

11. Administrator nie przekazuje danych osobowych do panstwa trzeciego lub organizacji
miedzynarodowych.



